
        

 
Community, Rural and Critical Access Hospital  

Survival in Today’s Cybersecurity World 
Three-Part Educational Seminar Series 

 
The cyberthreat to the health care industry has increased dramatically, along with the 
sophistication of such cyberattacks. Significant incidents continue to plague health care 
organizations of all types and sizes. The growing number of recent health care-related 
cyberattacks shows that smaller health providers are falling victim to cybercriminals at an alarming 
rate. 

Session one of the three-part educational series will cover the impact of cybercrime on community 
hospitals, rural hospitals and critical access hospitals, as well as discuss solutions to help prepare 
and protect your hospital, your data and your patients from this risk. Online registration is 
available.  

Session 1:  The State of Community, Rural and Critical Access Hospitals in a 
Cybersecurity Threat Environment 

 
Date/Time: 11 a.m. CST Tuesday, March 15 

Sessions two and three of the series will highlight the role of hospital leadership and how to reduce 
your hospital’s cybersecurity threat risk with health industry cybersecurity practices. Watch for 
communication from HIDI on dates and times for the upcoming events. 

This seminar series is supported by HIDI, the MHA Rural Hospital Council, MHA Critical Access 
Hospital Network and ComplyAssistant — a trusted partner for information privacy and security.  

For questions regarding the upcoming webinar series, please contact Steve Warchol at 
swarchol@mhanet.com. 

 

https://us06web.zoom.us/meeting/register/tZYodOGqrTkuGdSuO59fHBGahM_iyopaNb3P
mailto:swarchol@mhanet.com

